PRESIDIO

Secure Cloud Accelerator Workshop

WORKSHOP

Unify Visibility, Proactively Defend, and Respond Faster to
Cloud Threats on AWS.

The Secure Cloud Accelerator Workshop is a 2-hour, hands-on
session designed to introduce your team to CrowdStrike’s cloud
security capabilities within an AWS environment. During the
workshop, you’ll work in a CrowdStrike-provided sandbox
environment to explore real-world threat scenarios and learn how
CrowdStrike integrates with AWS native security tools.

WORKSHOP TOPICS

Proactive Cloud Security: Continuously monitor AWS configurations to
identify security gaps and compliance violations before they become threats.

Cloud Logging and Event Management: Detect and investigate suspicious
activities across cloud environments through comprehensive monitoring and
threat intelligence.

Cloud Workload Protection: Learn how to protect diverse workloads and
resources in AWS — from managed services to custom deployments like EC2
and containerized environments — using CrowdStrike’s cloud security
capabilities

WHO SHOULD PARTICIPATE

This workshop is designed for decision-makers and technical leaders responsible
for securing cloud infrastructure and maximizing security investment ROI. Having
key stakeholders involved is vital to ensuring actionable outcomes of cloud
security strategies.

Cloud Security Leadership (CISO, Deputy CISO, VP of Cloud or GRC lead)

Domain Owners (Cloud Security Architects, Engineering Leads, Identity
Managers, SOC/Incident Response leads)

Cross-Functional Partners (SRE or Operation leads)

CUSTOMER INCENTIVE

Each workshop attendee (Max: 5 participants) will receive a $100 Amazon Gift
Card as a token of appreciation for your valuable time.
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OUTCOMES

Unified security posture view
across AWS native controls
and CrowdStrike's cloud-
security stack

Incident response automation
framework and procedures

Least-privilege enforcement
controls and implementation
guides

Gain a clear understanding of
CrowdStrike’s cloud security
tooling and how it complements
AWS native controls

Experience three real-world
threat scenarios in a safe,
sandbox environment

Learn best practices for
improving visibility and
response in AWS environments

Identify next steps for applying
these capabilities in your own
environment

WORKSHOP BENEFITS

Immediate Value: Hands-on
exposure to CrowdStrike and
AWS security capabilities

Strategic Insight: Understand
how these tools work together
to close visibility gaps

Path Forward: Clear roadmap
for deeper assessment and
actionable outcomes through a
follow-up engagement

SCHEDULE YOUR
SESSION TODAY!
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